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The Information Security Management System (ISMS) addresses the security and risk 
management measures the Cloud Infrastructure and Cloud Security (CI and CS) teams 
have in place for preserving and maintaining the confidentiality, integrity, and availability 
of information. It covers CI and CS’s handling of ISMS internal audits, risk assessments, 
corrective actions, and controlled documents for the secure and dependable operation 
of the following: 

• Reliability Engineering
• Agile Delivery
• SOC
• Infrastructure as a Service (IaaS) Engineering
• Automation Engineering
• DevOps
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